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1. 
Introduction
The Study Item on enhanced support of Non-Public Networks (FS_eNPN) is approved in SP-190453 [1], and further revised at SA2#136 to S2-1912754 [4]. The corresponding SA2 agreed Work Tasks document available in S2-1910843 [2] was further revised at SA2#136 to S2-1912752 [5], containing the following Work Tasks: 
	Work Task ID
	Work Task Title
	Work Task Description
	RAN Dependency 
	TU Estimate

(Study + Normative)
Total TU = 13+6 (19)
	Inter Work Tasks Dependency 

Editor’s Note: This column should highlight if WT#x is self-contained, or is depended on completion of other WTs

	WT#1
	SNPN and SP separation
	Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN
	Don't know
	2.5+1
	Self-contained

	WT#2
	Onboarding
	Study how to support UE onboarding and provisioning for non-public networks
	Don't know
	2.5+1
	Self-contained

	WT#3
	VIAPA support
	Study enhancements to the 5GS for NPN to support NPN related service requirements for production of audio-visual content and services e.g. for service continuity and enabling reception of data services from two networks.
	Don't know
	1+0.5

	Self-contained

	WT#4.1
	Optimizations for NPN deployments
	Study the possibility for optimizations of 5GS when used for NPN considering different deployment scenarios, e.g. for multi-site SNPN deployments.
	Don't know
	1.5+0.5

	Self-contained

	WT#4.2
	Customizations of 5GS for use in NPN deployment scenarios
	Study the enhancements of 5GS to support the NPN deployment scenarios when PLMN 5GC NFs and NPN 5GC NFs are deployed in different infrastructure and security domains
	Don't know
	1+0.5
	Self-contained

	WT#4.3
	Customizations of 5GS for use of 5GS in factory domains
	Identify enhancements and provide guidelines for deployment in different factory domains (production domain, enterprise IT domain and public domain).
	Don't know
	1+0.5
	Self-contained

	WT#4.4
	Optimizations for equivalent NPN deployments
	Optimization for multiple domains and multiple equivalent SNPNs
	Yes
	0.5+0.5
	Self-contained

	WT#4.5
	Optimizations for expected UE behaviour
	Study the possibility for optimizations when expected UE behaviour and required actions is known
	No
	0.5+0.5
	Self-contained

	WT#5
	Network Sharing
	Study support for SNPN and PLMN sharing the same NG-RAN
	Don't know
	0.5+0.25
	Self-contained, but whether it is needed is dependent on Rel-16 outcome

	WT#6
	Emergency
	Study support for IMS and emergency services for SNPN
	Don't know
	1+0.25
	TBD whether dependent on WT#5

	WT#7
	Non-3GPP access
	Study support for non-3GPP direct access to SNPN
	Don't know
	1+0.5
	Self-contained


This document is the summary of the corresponding moderated email discussion in SA Drafts reflector according to the principles agreed in SP-190950 [3].
2.
Companies’ views for the Work Tasks

Editor’s Note: In this clause companies’ can provide their views on the work tasks in terms of importance of studying the particular work task in Rel-17 

2.1
SNPN and SP separation (WT#1)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Relevant services but not a first priority
	

	Sony
	Management of credential is essencial funtionality and should allow 3rd party solutions
	YES

	Deutsche Telekom
	Not needed Rel17
	NO

	CATT
	Important feature to extend the SNPN deployment.
	YES

	Qualcomm Incorporated
	This WT is not essential for Rel-17. Enabling access to SNPNs based on 3rd party credentials (e.g. credentials issued by an SNPN or PLMN) assumes a certain level of interconnection (e.g. control plane interfaces for authentication) between SNPNs and the 3rd party (different SNPN or PLMN). Such interconnections are reasonable to assume within large corporations (e.g. across different SNPNs of the same (large) corporation) but pose a significant obstacle for most other scenarios (e.g. between unrelated SNPNs). In conclusion solutions for this WT will have limited applicability only.

Also, temporary or permanent access to SNPNs for e.g. visiting devices can also be achieved by providing a local subscription to those devices (see WT 2.2).

 
	NO

	KDDI
	What organization can manage credentials/subscriptions independently with the operation of a SNPN? If such organization would be a MNO, it can be covered with non-stand alone NPN. 
	

	LGE
	It is essential to support the various service provider types. Prefer it with high priority for Rel.17
	YES

	Samsung
	This is the essential part of Rel-17 study.
	YES

	InterDigital
	Main objective of R17 study and there are well-defined stage 1 use cases and requirements.
	YES

	Orange
	Not seen essential for Rel17
	

	Broadcom
	It should be part of Rel-17.
	YES

	Futurewei
	This is an important capability that is needed for various deployment scenarios. For example for vertical applications, such as for AVPROD.
	Yes

	Volkswagen AG
	Required to support service provider flexibility.
	YES

	TELEFONICA
	
	YES

	Intel
	Allowing the user to connect to an SNPN using credentials from another entity is an essential feature.
	YES

	Cisco
	This can be a typical deployment for enterprise deployment

	YES

	Verizon
	Required in deployments
	YES

	Nokia
	This was one of the key drivers for the whole SID in Rel-17. This is to specify Neutral host scenario which is essential for NR/NR-U deployments thus this is to be kept.
	YES

	MediaTek
	Basic functionality
	YES

	Motorola Mobility, Lenovo
	This an essential feature to allow SNPN deployment where the UE credentials are outside the SNPN domain.
	YES

	Huawei
	This is necessary feature which enables efficient authentication of existing authentication server in the enterprise and PLMN.
	YES

	Telia Company
	Essential functionality
	YES

	SENNHEISER
	1. This is an important capability needed for AVPROD applications.  

	‘YES’ 

	ZTE
	This feature is essential to make the SNPN operator cooperate with 3rd party in neutral manner.
	Yes

	OPPO
	Having separate SP involvement in part for subscription/credential provisioning is an expected and essential part of off-the-shelf sale and deployment scenario.
	YES

	vivo
	It is essential to allow SNPN to authenticate a UE by using the UE credential out of SNPN.
	YES

	Vodafone
	This is incredibly useful functionality: it avoids the private network needing to engage in the complex (and potentially insecure) task of provisioning credentials on a highly diverse set of devices (e.g. robot cleaning machines; precision cutting machine; push to talk voice devices, etc) while permitting the private network to simply engage in “authorisation” of the devices (e.g. by scanning the QR codes on the tools/devices carried by the visiting service technician).
	YES

	Philips
	Essential functionality to enable additional and more flexible NPN deployment options.
	YES

	Apple
	Not essential for Rel-17.
	

	China Telecom
	This is a necessary feature for studying 3rd party credentials.
	YES

	BBC EBU IRT
	For AVprod applications sNPN will be a significant way of deplying equipment so critical for our workflows
	YES

	Ericsson
	The functionality addresses the possibility for e.g. verticals to use their own or PLMN provided credentials for UEs accessing one or multiple SNPN(s) which is required for a number of vertical scenarios. 
	YES

	Siemens AG
	This feature is very important for scenarios where the operator of an SNPN and the operator of a vertical infrastructure, for instance a wind farm, are not the same. In order to support already existing infrastructure credential suites, and in order to reduce signaling between the SNPN and the vertical infrastructure operator, it is beneficial for the SNPN subscription credentials to be owned and managed by other, trusted parties (in this case the vertical infrastructure operator).
	YES


2.2
Onboarding (WT#2)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Relevant services but not a priority
	

	Sony
	Essencial funtionality
	YES

	Deutsche Telekom
	not needed in Rel17, GSMA & oneM2M solutions are sufficient
	NO

	CATT
	Important feature to extend the SNPN deployment.
	YES

	Qualcomm Incorporated
	Onboarding and provisioning for NPNs is critical to 

enable factory owners to provide NPN UEs (e.g. a robot arm) with primary credentials to access the NPN in an effortless manner. This WT is also essential for VIAPA use cases, e.g. to provide audio/video equipment with local credentials to access a venue SNPN.
	YES

	LGE
	Prefer it with high priority for Rel.17
	YES

	Samsung
	This is the essential part of Rel-17 study.
	YES

	InterDigital
	Main objective of R17 study and there are well-defined stage 1 use cases and requirements.
	YES

	Orange
	Low interest for Rel17
	

	Broadcom
	It should be part of Rel-17.
	YES

	Futurewei
	UE onboarding and provisioning for non-public networks is important for verticals that require flexible and multiple location deployments. 
	Yes

	Volkswagen AG
	Required as onboarding of UE is an essential use case in the production of vehicle UEs 
	YES

	TELEFONICA
	
	YES

	Intel
	Allowing off-the-shelf devices to be provisioned over the air with credentials for access to SNPN is an essential feature
	YES

	Cisco
	Onboarding is an important aspect for NPN and solutions should be developed for onboarding
	YES

	Verizon
	Required in deployments
	YES

	Nokia
	It is essential for UE(s) to be provisioned dynamically.
	YES

	MediaTek
	Basic functionality
	YES

	Motorola Mobility, Lenovo
	This an essential feature to allow onboarding of UE for SNPN.
	YES

	Huawei
	This is necessary feature which enables efficiently NPN subscription and provisioning to the devices.
	YES

	Telia Company
	Essential functionality
	YES

	SENNHEISER
	On boarding and provisioning for NPNs is critical for VIAPA use cases. On-the spot, dynamic onboarding and provisioning is required to e.g. provide audio/video devices with local and temporary or permanent credentials to access SNPNs in event venues.
	‘YES’ 

	ZTE
	This feature is essential for the SNPN operator to provision the UE with credential in more flexible manner.
	Yes

	OPPO
	Onboarding is a essential part of how we expect device get shipped straight from manuafacturer to be then brought "on board" onto the intended SNPN
	YES

	vivo
	It is essential to allow SNPN to support a lawful UE to download its UE credential.
	YES

	Vodafone
	Selection of an ‘unknown’ SNPN is a task for CT1. The secure provisioning of credentials is a task for SA 3 and, for private networks it is unnecessary work as Work Task 1 provides a much simpler and secure solution for this issue.
	NO

	Philips
	Essential functionality to enable easy addition of new devices to existing NPNs and easy deployment of new NPNs.
	YES

	Apple
	This is a critical issue to have efficient procedures defined to onboard new devices
	YES

	BBC EBU IRT
	We require ad hoc dynamic on boarding and provisioning to enable AVprod UE to connect to networks to which they have permissions
	YES

	Ericsson
	The functionality addresses the possibility for a device to get connectivity to a network for the purpose of being provisioned with credentials and subscription. It enables 5G to address important vertical use cases.
	YES

	Siemens AG
	Automated (or semi-automated) secure onboarding of a proliferating “zoo” of devices is essential to industrial and other applications. The true potential of 5G for verticals can only be released if this topic is satisfactorily resolved.
	YES


2.3
VIAPA support (WT#3)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	VIAPA is a relevant use case for NPNs
	YES

	Sony
	Important use case for NPN.
	YES

	Deutsche Telekom
	priority on service continuity between PLMN and PNI-NPN
	YES

	CATT
	Important feature to support the VIAPA requirements.
	YES

	Qualcomm Incorporated
	This WT is not essential for Rel-17. Rel-16 already enables UE and NW implementations to support service continuity for sessions anchored in an SNPN or PLMN when moving between SNPN and PLMN. The same applies to receiving data services from one network (e.g. NPN), and data services from another network (e.g. PLMN) simultaneously, which can be supported already as of Rel-15 by tailored UE implementations.
	NO

	KDDI
	Not urgent.
	

	LGE
	Prefer it with high priority for Rel.17
	YES

	Samsung
	This is the essential part of Rel-17 study.
	YES

	InterDigital
	Main objective of R17 study and there are well-defined stage 1 use cases and requirements.
	YES

	Orange
	Medium priority
	

	Broadcom
	It should be part of Rel-17.
	YES

	Futurewei
	This addresses the needs from AVPROD (Audio Visual Content Production) Industry and Medical industry. 
	Yes

	Volkswagen AG
	Required to ensure service continuity and support of services provided by 2 networks.  
	YES

	TELEFONICA
	
	

	Intel
	In our view this item will be largely addressed via KI#1
	

	Cisco
	Would be important to consider mobility requirements between SNPN and PLMNs
	YES

	Verizon
	Required in vertical deployments
	YES

	China Mobile
	Required in vertical deployments
	YES

	Nokia
	Enabling data reception simultaneously via both networks is already supported in Rel-16.
	

	Motorola Mobility, Lenovo
	This an essential feature to allow VIAPA services via SNPN.
	YES

	Huawei
	This is a desirable feature depending on dual radio UEs.
	

	SENNHEISER
	This WT is essential for Rel-17. This WT addresses the needs for AVPROD (Audio Visual Content Production) and Medical industry. Enabling data reception simultaneously via PLMN and NPN networks is already supported in Rel-16, however there are still some gaps in existing solutions which need to be addressed in order to support the VIAPA requirements, e.g.:
· N3IWF shall be able to support non-3GPP credential and authentication mechanism on Rel. 17. 

· Enhancement for the existing tunneling mechanism between UE and its NPN service via N3IWF for massive multicast traffic need to be considered. 


	‘YES’ 

	ZTE
	No essential for the rel-17. The Rel-16 has support the UE receive data from both network (SNPN and PLMN) and service continuity.
	

	OPPO
	Good to have if time permits
	

	vivo
	Closely related to WT2.1, essential to study service continuity, etc.
	YES

	Vodafone
	Postpone to Release 18. Within the Release 17 timeframe, companies should review (outside of 3GPP meetings) the SA 1 requirements to see how they can be supported on 3GPP technology on a generic network. Then in Release 18, this could be extended to private networks.
	

	Philips
	Important to support the VIAPA requirements
	YES

	Apple 
	This study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously. This is an essential issue.
	YES

	BBC IRT EBU
	Given our input into VIAPA this is critical to our adoption of 3GPP technologies
	YES

	Ericsson
	It addresses VIAPA requirements for NPN from TS 22.263 that are not addressed by WT#1 or WT#2 or by other studies e.g. IIoT, EATSSS or 5MBS. The remaining functionality is related to service continuity between PLMN and NPN, and related to receiving data services from two networks (NPNs and/or PLMN/PNI-NPN). The scenarios are important for NPN.
	YES

	Siemens AG
	Service continuity between SNPN and PLMN, and among SNPNs is currently not supported unless a dual-radio UE is used. Enabling service continuity without the special requirements on UE hardware is important for industrial deployments too. 
	YES


2.4
Optimizations for NPN deployments (WT#4.1)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Low priority
	

	Sony
	Optimization that can wait until for future releases.
	

	Deutsche Telekom
	Not needed in Rel17
	NO

	CATT
	Important feature to optimize 5GS to support NPN.
	YES

	Qualcomm Incorporated
	This WT is not essential for Rel-17. Discussions in the previous two SA2 meetings have made it clear that there is no obvious gap that requires optimizations.
	NO

	KDDI
	Not necessary in Rel-17.
	

	LGE
	Not prefer in Rel.17
	

	InterDigital
	So far not clear what kind of optimizations can be studied.
	

	Orange
	Optimizations non-essential and could be done  post R17
	

	Futurewei
	Many of NPN can be deployed in small areas with fewer type of communication services which traffic characteristic maybe more predictable, therefore the NPN can be further optimized to suitable for this deployment to save NPN’s capex and opex. 
	Yes

	TELEFONICA
	
	YES

	Intel
	This WT is not essential
	

	Cisco
	Not needed.
	

	China Mobile
	It is required and should be studied. A more clear guidance for the NPN deployment. In other SDOs e.g.5G ACIA, they are based on R16 NPN to provide some deployment choices, but we suppose from 3GPP side, we need to provide guidelines to clarify some misunderstanding from other SDOs.
	YES

	Nokia
	Support for multi-site SNPN is important, support for this can be enabled by WT 4.4 in a focused manner (as the definition for E-SNPN, EH-SNPN is clear based on EPLMN, EHPLMN concepts that are in place for PLMN). 
	YES

	MediaTek
	Important to expand deployment options for private networks
	YES

	Motorola Mobility, Lenovo
	It is essential to provide deployment guidelines for SNPNs.
	YES

	Huawei
	This is a required feature for different NPN deployment scenarios, e.g. localized NPN deployment scenario, or multi-site SNPN deployment scenario. Study may include enabling the optimization of the resource usage of the control plane and/or user plane, for example for reducing time latency in procedures, etc.
	YES

	Telia Company
	Essential functionality
	YES

	Volkswagen AG
	Multi-site deployments are likely deployment scenarios. It should be at least investigate if such scenarios need extra optimization to provide the same characteriostics than single-site deployments.
	YES

	SENNHSEISER
	Different vertical industries would like to deploy NPNs for specific applications. Those applications may need only a subset of the communication services offered by a full-flavour NPN. Therefore, it should be possible to optimize an NPN to the needs and requirements of the services offered. This would help to reduce NPN’s cost (capex and opex) and facilitate NPN adoption by vertical industries.  
	‘YES’ 

	ZTE
	Not essential for Rel-17. What should be done is still not clear.
	

	OPPO
	We consider this WT non-critical  to the feature as a whole.
	

	vivo
	Study scope for this feature is unclear so far.
	

	Vodafone
	This work task is non-specific and therefore it will prevent the ‘on time’ completion of other work tasks. 
	NO

	Philips
	Can probably be done later
	

	Apple
	Not essential for Rel-17.
	

	China Telecom
	This feature is required for multi-site deployment to apply to multiple factory parks for meeting different needs, e.g.low latency, multi-connection.
	YES

	BBC IRT EBU
	We expect to deploy different types of NPN based on the requirements of a specific production scenario, some will be audio only, some with single or multiple video the ability to optimize for the scenario is core functionality
	‘YES’ 

	Ericsson
	Optimizations are likely useful to be looked into, but without setting a clear target and scope such effort easily gets too open-ended. Optimizations should be looked into once we know where we have issues with our current architecture rather than based on counting messages in signaling flows.
	

	Siemens AG
	The more NPN deployment scenarios 5G can support, the better. For instance, factory automation often calls for the deployment of a single NPN system (smallish service area and stringent requirements on, for instance, end-to-end latency). However, other vertical deployments, for instance for public transport in metropolitan areas, for medium-voltage electricity distribution, and for offshore wind farms, can benefit from multi-site SNPN deployments.
	YES


2.5
Customizations of 5GS for use in NPN deployment scenarios (WT#4.2)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Not urgent
	

	Sony
	Not critical for rel-17
	

	Deutsche Telekom
	Not needed in Rel17
	NO

	CATT
	Important feature to facilitate the NPN deployment.
	YES

	Qualcomm Incorporated
	This WT is not essential for Rel-17. Discussions in the previous two SA2 meetings have made it clear that there is no obvious gap that requires customizations.
	NO

	KDDI
	Further study is needed in this area.
	YES

	LGE
	Not prefer in Rel.17
	

	Samsung
	Not urgent
	

	InterDigital
	Seems more like a network implementation issue.
	

	Orange
	Customizations non-essential and could be done  post R17
	

	Futurewei 
	Using OT production domain is common deployment within OT industrials. 3GPP NPN work should be able to accommodate this kind of deployment. This WT seems to be the right task to address this. 
	Yes

	TELEFONICA
	
	YES

	Intel
	This WT is not essential
	

	Cisco
	Not needed.
	

	China Mobile
	It is required and should be studied. Because in PNI-NPN, we have seen a scenario that some NFs deployed in vertical’s domain and some deployed in operator’s domain, therefore the discovery and communication between these two network domains should be protected, and the network topologies should be hidden from each network domain.
	YES

	Nokia
	WT#1 likely provides sufficient functionality.
	

	MediaTek
	Not necessary 
	

	Motorola Mobility, Lenovo
	It is important to support deployment scenarios where the PLMN 5GC NFs and the NPN 5GC NFs belong to different infrastructure / security domains.
	YES

	Huawei
	This is a necessary feature for enabling the NPN deployment e.g. in both public and private domains and cross domain SLA assurance.
	YES

	ZTE
	This is feature is essential for Rel-17. In the SA2 meeting, a valid scenario has been raised, e.g. some NFs are deployed in operator network and some NFs are deployed in the vertical network, so at least the NRF enhancement is required. 
	Yes

	OPPO
	Not critical. This is more about optimising
	

	vivo
	Study scope for this feature is unclear so far.
	

	Vodafone
	The existing functional split(s) used for roaming (with LBO and non-LBO) seem likely to address most use cases.
	NO

	Philips
	Can probably be done later
	

	Apple
	Not essential for Rel-17.
	

	China Telecom
	This is required to customize PNI-NPN deployment.
	YES

	BBC IRT EBU
	We expect to deploy different types of NPN based on the requirements of a specific production scenario, some will be audio only, some with single or multiple video the ability to optimize for the scenario is core functionality. The ability to customize the 5GS for different qoS, latency and bandwidth reqs is helpful
	YES

	Ericsson
	While it is important to support an appropriate and relevant inter-connect between NFs of PLMN and NPN in a PNI-NPN deployment, there are already defined interfaces/services to be used for known functionality. Initial deployments likely can re-use the current architecture, but it is important that the architecture support an appropriate separation between the PLMN and NPN NFs.
	YES

	Siemens AG
	This aspect is of keen interest to verticals, since a clean NF separation between PLMN 5GC and NPN 5GC core increases trust in and the dependability of the NPN deployment. 
	YES

	Volkswagen AG
	If NPN are deployed with connections to PLMN then different infrastructure and domains of 5GC NFs are very likely.
	YES


2.6
Customizations of 5GS for use of 5GS in factory domains (WT#4.3)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Important feature. NPNs will have to deal with multiple domains
	YES

	Sony
	Not critical for rel-17
	

	Deutsche Telekom
	Not needed in Rel17
	NO

	CATT
	Important feature to provide guidance for deployment scenarios.
	YES

	Qualcomm Incorporated
	This WT is not essential for Rel-17. Discussions in the previous two SA2 meetings have made it clear that there is no obvious gap that requires customizations. With respect to developing deployment guidelines: Such guidelines should take an end-to-end approach, i.e. should not only cover RAN and/or core network deployment options but should also address security considerations, operation and maintenance, backhaul, transport network requirements as well as redundancy guidelines and integration with existing and future factory IT and OT networks. SA2's part in such guideline development would be minor given SA2's Terms of Reference (ToR). It is more appropriate to develop such guidelines in SA (to ensure input from all WGs is considered) or in a different forum, e.g. 5G-ACIA.


	NO

	KDDI
	One of the key enablers of 5G services.
	YES

	LGE
	Prefer it for Rel.17
	YES

	Samsung
	Not urgent
	

	InterDigital
	Seems more like a network implementation issue.
	

	Orange
	Customizations are not urgent and could be done  post R17
	

	Futurewei
	Industrial including Factory and processing plant will be one of top vertical market for 5G. And due to nature of their business, NPN is strongly desired.  
	Yes

	TELEFONICA
	
	YES

	Intel
	This WT is not essential
	

	Cisco
	Low Priority
	

	Verizon
	Required in vertical deployments
	YES

	China Mobile
	It is required and should be studied
	YES

	Nokia
	WT#1 likely provides sufficient functionality.
	

	MediaTek
	Not necessary 
	

	Motorola Mobility, Lenovo
	It is important to provide guidelines for deployments using different factory domains.
	YES

	Huawei
	This is a necessary feature for enabling the integration of 5GS in industrial communication scenario considering specific characteristic of a factory (beyond the TSN feature) as defined by corresponding use cases and requirements.
	YES

	ZTE
	Not essential for Rel-17.
	

	OPPO
	Not critical. This is more about optimising
	

	vivo
	Study scope for this feature is unclear so far.
	

	Vodafone
	This work task is non-specific and therefore it will prevent the ‘on time’ completion of other work tasks. 
	NO

	Philips
	Important to consider how to deploy eNPN in factory domains
	YES

	Apple
	Not essential for Rel-17.
	

	China Telecom
	This is required when NPN deployed in industrial scenerios with multiple factory domains.
	YES

	Ericsson
	It is important to provide the necessary guidance to the vertical industry how and when to use the 5GS optional functionalities e.g. in relation to the various domains defined for the vertical industry. However, such guidance will need to be done in co-operation with the vertical industry and it should be more important to provide the essential basic functionality required for the vertical use cases. Deployment guidance can be worked on for subsequent release.
	

	Siemens AG
	Interesting, but not critical (urgent topics are addressed in the other Work Tasks)
	

	Volkswagen AG
	It should be at least studied if different domains can be enhanced by customizations.
	YES


2.7
Optimizations for equivalent NPN deployments (WT#4.4)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Not sure what this brings
	

	Sony
	Unclear scope
	

	Deutsche Telekom
	Not needed in Rel17
	NO

	CATT
	Important feature to support equivalent NPN.
	YES

	Qualcomm Incorported
	This WT is not essential for Rel-17 since the underlying use case can also be addressed by maintaining multiple subscriptions in the UE.
	NO

	KDDI
	Not necessary in Rel-17.
	

	Samsung
	Optimization for the multi-site SNPN(s) should be supported. 
	YES

	InterDigital 
	equivalent NPN is a useful approach that allows a UE to access multiple domain/sites in vertical settings. The amount of additional work might be small.
	YES

	LGE
	Not prefer in Rel.17
	

	Orange
	Optimizations are not urgent and could be done  post R17
	

	Futurewei
	As many verticals and enterprises have multiple business locations, as well as have different administrative domains separation within the organizations. This WT can help to address those deployment issues. 
	Yes

	Cisco
	Maybe interesting to study if 3GPP mechanisms of equivalent PLMNs are of use for SNPNs also
	YES

	TELEFONICA
	
	YES

	Intel
	Support for equivalent SNPNs can be useful to allow more flexible network configuration, while at the same time allowing the UE to perceive multiple networks with different network identifiers as equivalent to each other
	YES

	Nokia
	This is to enable support for equivalent SNPN (similar to equivalent PLMN) and/or equivalent home SNPN (similar to equivalent HPLMN).
	YES

	MediaTek
	Basic functionality
	YES

	Motorola Mobility, Lenovo
	This feature allows flexibility for the SNPN operators.
	YES

	Huawei
	This is a desirable feature to enable equivalent SNPN.
	

	ZTE
	Not essential for the Rel-17. 
	

	OPPO
	Not critical. This is more about optimising
	

	vivo
	It is essential to study to support UE accessing to multiple SNPNs with one UE credential.
	Yes

	Vodafone
	“equivalent NPN” functionality is likely to be useful when an enterprise has multiple domains.
	YES

	Philips
	Can be done later
	

	Apple
	"equivalent NPN" functionality enables UE to access multiple NPNs
	YES

	BBC IRT EBU
	Our working model assumes that we can create multiple ad hoc sNPN with similar fuctionality to cover pop up events or outside broadcasts
	YES

	Ericsson
	By copying the functionality of equivalent PLMNs and use it as equivalent SNPNs, it provides basic support for SNPNs, e.g. factories, with multiple domains/zones and is essential as to avoid a UE losing services or not able to move between domains/zones without long delays. It also enables a consistent network selection of multi-site SNPNs. 
	YES

	Siemens AG
	Interesting, but not critical
	


2.8
Optimizations for expected UE behaviour (WT#4.5)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	What is the relation with NPN?
	

	Sony
	Unclear scope
	

	Deutsche Telekom
	Not needed in Rel17
	NO

	CATT
	Important feature for UE behavior optimization.
	YES

	Qualcomm Incorported
	This WT is not essential for Rel-17 since the list of application servers that the UE is allowed to communicate with can also be configured in 5GS (e.g. in PCF). It is not obvious that there would be any (significant) benefits resulting from dynamically signaling of this information as expected UE behaviour from an application function to the network, especially not in NPNs. NPNs are typically deployed for a very specific purpose (e.g. factory automation or audio/video production), which requires the configuration of all involved NW entities to be tailored and aligned anyhow. Configuring allowed destination ranges for IP traffic is a negligible part of this.


	NO

	LGE
	Not prefer in Rel.17
	

	Orange
	Optimizations are not urgent and could be done  post R17
	

	Futurewei
	Security and data privacy are critical for the verticals. Therefore, UE communication behavior needs to be monitored and notified if there are abnormal behaviors.  This feature task is important to help to address the concern. 
	Yes

	TELEFONICA
	
	

	Intel
	This WT is not essential
	

	InterDigital
	Not critical and not urgent.
	

	Cisco
	Not needed in Rel-17.
	

	Nokia
	This is for the third party AF to provide information to the NPN NFs for the purpose of controlling UE communication, e.g. only to allowed application address. This is beneficial for 5GS for purpose of authorization of UE communication and to honor application’s needs.
	YES

	MediaTek
	Not necessary. Also missing clear actionable Stage 1 requirement

5GS Rel-15 already offers a lot of flexibility e.g. mobility restrictions that can be ued in NPN deployments
	

	Motorola Mobility, Lenovo
	This an essential feature to allow provisioning of external AF characteristics to SNPN.
	YES

	Huawei
	This is a necessary feature for verticals to monitor the UE behavior in the NPN.
	YES

	ZTE
	Not essential for Rel-17. This work may be covered by eNA.
	

	OPPO
	Not critical. This is more about optimising
	

	vivo
	For UE served by NPN, it is unclear anything missing for existing definition for expected UE behavior.
	

	Vodafone
	This work task is non-specific and therefore it will prevent the ‘on time’ completion of other work tasks. 
	NO

	Philips
	Useful to limit what UEs can do when they are used within an NPN
	YES

	Apple
	Not essential for Rel-17.
	

	China Telecom
	This is required for optimizing NPN deployments to meet specific and known requirements.
	YES

	BBC IRT EBU
	Given we know the performance of our UE we can easily predicict the data carried and would wish to optimize the 5GS to take advantage of this. This is particulary important in terms of latency
	YES

	Telia Company
	Essential feature
	YES

	Ericsson
	The intention seems not completely clear, but we assume it is to allow exposure functionality to control and restrict the UEs communication to certain addresses and e.g. at certain time of day and for a certain area. The functionality can in principle be achieved with current PCC architecture, i.e. if PCC is used then what would be missing is an exposure interface to influence the PCC rules installed per UE. As base functionality seems to be available, then what is missing seems to be an exposure interface and some possible optimizations i.e. we can address this in next release.
	

	Siemens AG
	Interesting but not critical
	

	Volkswagen AG
	In can’t be expected that all UE in a NPN have an expectable behavior nor that all required actions of each UE are known. Though there may be groups of UE with expectable behavior. It should be at least study if an optimization to this groups is useful.
	YES 


2.9
Network Sharing (WT#5)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Likely scenario for SNPNs
	YES

	Sony
	A SNPN and a PLMN should be able to share the RAN using methods used for two PLMN when sharing the RAN. No need for further optimizations.
	YES

	Deutsche Telekom
	Should follow RAN work, only alignment to be done in SA2
	YES

	CATT
	Already supported in Rel-16.
	

	Qualcomm Incorported
	This WT is not essential for Rel-17 since all relevant network sharing scenarios have already been addressed in Rel-16.
	NO

	KDDI
	Not clear what is missing in Rel-16 or previous release.
	

	LGE
	Need to check Rel.16 agreements
	

	Samsung
	The support of network sharing among SNPN and PLMN is important aspect in this study.
	YES

	Orange
	Network Sharing is one of the SNPN deployment scenario envisioned by Orange
	YES

	Broadcom
	It should be part of Rel-17.
	YES

	Futurewei
	Network sharing, especially RAN sharing, can be an important initial NPN deployment with the collaboration between PLMN and NPN operators. 
	YES

	Volkswagen AG
	Required to ensure cost efficient connectivity services over required coverage area
	YES

	TELEFONICA
	
	YES

	Intel
	This WT is already covered in Rel-16 specifications (it was not clear whether this would be the case when the WT was created, but now it is clear)
	

	Cisco
	Not needed. Key scenario covered in Rel-16
	

	Nokia
	This is supported in Rel-16 (Refer TS 23.501 and SA2#136 approved CR in S2-1912379)
	

	MediaTek
	Network sharing is important and is already supported.
	

	Motorola Mobility, Lenovo
	NG-RAN sharing between PLMN and SNPN would allow flexible or cost-efficient deployments.
	YES

	Huawei
	This is a desirable feature and already supported in R16.
	

	Telia Company
	Essential functionality
	YES

	ZTE
	Network sharing is done in R16
	

	OPPO
	Already supported in Rel-16
	

	vivo
	According to the latest Rel16 progress, it seems it has been supported in Rel-16.
	No

	Vodafone
	While full support of network sharing is required, it is believed that current SA2 CRs and specifications ought to be sufficient.
	YES if CR in S2-1912379 is not approved by TSG SA

	Philips
	It is important that the same NG-RAN can be reused for optimization reasons.
	YES

	Apple
	Not essential for Rel-17.
	

	China Telecom
	This is required to study network sharing to save resources and benefit operators to improve efficiency when deploying NPN based on PLMN.
	YES

	BBC IRT EBU
	Not quite sure of the diffence between this and a ‘network slice’ of a PLMN but if we can optimize the sNPN part of the PLMN then this would have advantages
	YES

	Ericsson
	The support for network sharing is essential and our preference is to include the required network sharing scenarios as part of Rel-16 by approving TS 23.501 CR1798 in tdoc S2-1912379.
	YES (if not CR in S2-1912379 is approved by TSG SA)

	Siemens AG
	This is a VERY important topic since it makes NPN deployments commercially and practically more viable, while, at the same time, providing security.
	YES


2.10
Emergency (WT#6)
	
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Not a priority
	

	Charter
	This is essential for certain regions that requires this feature to meet local regulatory requirements for enterprise/ (S)NPN deployment.
	YES

	Sony
	UE in a SNPN should be able to make emergency call.
	YES

	Deutsche Telekom
	Not needed in Rel17
	NO

	Home Office
	Support of emergency service on SNPN will provide new deployment options.
	YES

	CATT
	Not urgent for Rel-17.
	

	Qualcomm Incorported
	Local regulation in some juridictions implies that this WT is essential for Rel-17.
	YES

	KDDI
	Not urgent.
	

	LGE
	Prefer it for Rel.17
	YES

	Orange
	useful to be looked at in Rel17
	YES

	Futurewei
	Not urgent for Rel-17
	

	TELEFONICA
	
	

	Intel
	Support for voice and emergency services in SNPN is an essential feature
	YES

	Cisco
	Based on regulatory requirements, this maybe needed.
	YES

	Nokia
	This was another key driver for the whole SID in Rel-17. Needed for fulfilling regulatory requirement with SNPN. So, this shall be kept.
	YES

	MediaTek
	Basic functionality
	YES

	Motorola Mobility, Lenovo
	A guideline to support emergency services can be provided (e.g. based on domain selection policy).
	

	Huawei
	This may be considered if requested by National Regulation.
	

	Telia Company
	Essential functionality
	YES

	ZTE
	Support Emergency service in SNPN is important to fulfill the regulatory requirement.
	Yes

	OPPO
	Emergency services are always crucial and essential
	YES

	vivo
	It is essential to allow SNPN to support UE accessing to emergency services via SNPN.
	YES

	Vodafone
	It is essential that the users of voice capable devices are not misled into believing that emergency services are available. In addition, local regulations may require emergency calls on private networks to be enabled (or disabled). 
	YES

	Philips
	Important that this can be enabled.
	YES

	Apple
	Local regulations require to have emergency services support on NPNs
	YES

	Ericsson
	Depending on what functionality an SNPN provides and technology used an SNPN may be required to support Emergency services as per regulations.
	YES

	Siemens AG
	Industrial communication networks are typically run in an isolated manner and they typically do not (need to) support public emergency services.
	


2.11
Non-3GPP access (WT#7)

	Company
	View on importance of the particular Work Task and whether this task (if applicable sub-work tasks) is required to be included in this release. Provide the rationale and justification for the proposal e.g. deployment scenarios, design choices etc
	If you think this WT is required to be included in Rel-17 write ‘YES’, otherwise leave blank

	KPN
	Not a priority
	

	Charter
	5GS feature should be agnostic to access networks (of course, subjected to the capabilities of each access network). We expect the additional work needed is small (especially for wireline access) compare to 3GPP access that was done in R16. 
	YES

	Sony
	Not critical for rel-17
	

	Deutsche Telekom
	Not needed in Rel17
	NO

	CATT
	Not urgent for Rel-17.
	

	Qualcomm Incorported
	Non-3GPP access to SNPNs is not required to be included in Rel-17 for the following reason: non-3GPP access technologies (e.g. WLAN) are used in e.g. factories today (e.g. with certificate based access control). Therefore it is not obvious why any 3GPP control- or user-plane functionality is needed in addition.
	NO

	KDDI
	Not urgent.
	

	LGE
	Based on access agnostic principle of 5G system, it should be supported. Pefer it for Rel.17
	YES

	Orange
	Support of non-3GPP access to SNPN, such as WiFi is important to be considered.
	YES

	Broadcom
	It should be part of Rel-17.
	YES

	Futurewei
	As most of verticals and enterprises have deployed non-3gpp access, and 5G will not be the only access technologies being used in NPN. Therefore, how to smoothly integrate those into the SNPN is critical for the SNPN deployment.  
	Yes

	TELEFONICA
	
	

	Intel
	Support for non-3GPP access to SNPN is essential. Untrusted access to SNPN does not require any procedural changes.
	YES

	InterDigital
	Non-3GPP access is important for SNPN. However we think untrusted Non-3GPP access is already supported in R16 and R17 should focus on Trusted Non-3GPP access only.
	YES

	Cisco
	Should be extended to direct non-3GPP access for SNPN
	YES

	Nokia
	Not considered essential in Rel-17. This will also have BBF dependency.
	

	MediaTek
	Not supported in Rel-16.
	YES

	Motorola Mobility, Lenovo
	It is an essential feature to allow access to SNPN via non-3GPP access.
	YES

	Huawei
	It is necessary to be studied how to allow SNPN access via non-3GPP access.
	YES

	SENNHEISER
	Verticals deploy today their networks using non-3gpp technologies. 5G for verticals will not be deployed on a green-field. This WT is required to provide a smooth integration and interworking between current non-3gpp access technologies and upcoming 3GPP SNPNs in vertical domains.
	YES

	ZTE
	Not essential for Rel-17
	

	OPPO
	We consider this WT non-critical  to the feature as a whole.
	

	vivo
	Wifi has already widely applied in the enterprises, factories and school, etc. N3GPP access +5GC seems not attractive enough to lobby 3rd party to pay and deploy a new standalone NPN.  PNI-NPN is possible to consider non-3GPP access.
	

	Vodafone
	Not for Release 17 (exsiting in building WiFi systems can continue to be used). 
	NO

	Philips
	Integration of non-3GPP devices and non-3GPP access is essential functionality for NPNs. Industry verticals that will deploy NPNs cannot be expected to replace all their existing devices and existing installed base.
	YES

	Apple
	Should be postponed to Rel-18.
	

	EBU IRT BBC
	Verticals deploy today their networks using non-3gpp technologies. 5G for verticals will not be deployed on a green-field. This WT is required to provide a smooth integration and interworking between current non-3gpp access technologies and upcoming 3GPP SNPNs in vertical domains.
	YES

	Ericsson
	While it may be useful to add additional support and allow non-3GPP accesses (untrusted and trusted non-3GPP access and Wireline 5G AN) to be used to access SNPNs, it is assumed that these non-3GPP access can connect to the DN of the SNPN and adding such support can therefore be done in subsequent release.
	

	Volkswagen AG
	NPN may be deployed with various scenarios an may replace existing wireless non-3GPP networks. To support this migration and to guarantee interoperability with legays devices / networks. 
	YES

	Siemens AG
	Interesting but not critical.
	


3.
Summary and way forward proposal
Editor’s Note: In this clause the summary of the email discussion will be outlined by the convenor and possible way forward proposal in terms of the scope of this item in Rel-17 may be proposed by the convenor.

The moderated email discussion for FS_eNPN received input from 36 individual members.

It is noted that WT#5 (Network Sharing) has been pointed out as completed in Rel-16 with the TS 23.501 CR#1798 in tdoc S2-1912379 (i.e. all network sharing scenarios discussed between SA2 and RAN2/3 are covered by the CR). It is proposed to assume that the referenced CR gets approved at SA#86 and remove WT#5 from the scope (0.5+0.25).

All Work Tasks got strong support from multiple companies with the opinion that the Work Task is e.g. essential/important/necessary/required, i.e. it is therefore not a straightforward task to point out some Work Task(s) that should be de-prioritized.
As it is requestedIn an effort to downscope the work of this IN item, the following WTs are provided as candidates for being downprioritiezed:
WT#4.1
Optimizations for NPN deployments (1.5+0.5)
-
There seems to be an understanding that this WT may only potentially provide some optimizations. 

-
There are comments that the scope is unclear and SA2 already spent meeting time trying to settle a clear scope for a key issue, but SA2 so far failed to agree on a key issue and there is an immediate risk that further attempts will take important meeting time from other tasks.
-
Some comments were made that the optimizations are essential for multi-site deployments, while such deployments can be supported by WT#4.4 re-using Equivalent PLMN concepts existing for 5GS, for a SNPN. This was excluded in Rel-16 for SNPNs.

WT#4.3
Customizations of 5GS for use of 5GS in factory domains (1.5+0.5)
-
Developing deployment guidelines would indeed be important, but it should be more important to provide the essential basic functionality required for the vertical use cases and then afterwards develop guidelines for deployments. Also, it is not obvious that customization of deployments and enhancements of communication between entities within factory domains should be within SA2 scope i.e. it requires some further discussions.
-
Communication between factory domains is also addressed by WT#4.4.

WT#4.5
Optimizations for expected UE behavior (0.5+0.5)
Study the possibility for optimizations when expected UE behaviour and potential restrictions/policies for the UE. This is to add potential optimizations that may be postponed to next release. 


If this de-prioritization is not deemed enough the next level of of de-prioritization is:
WT#7

Non-3GPP Access (1.0+0.5)

-
This is a potential WT to postpone to next release if additional TU savings are needed. This WT is related to a new updated FS_eNPN SID for approval at SA#86. Different views expressed in section 2.11 on the need for this in Rel-17.
Summary

The total estimated TUs for the FS_eNPN work was set to "13+6", if the candidates for downscoping is agreed to be downprioritized then the total estimate for the eNPN work becomes "8.0+3.75" i.e. in total "11.75"
References
[1]

SP-190453, New SID: Study on enhanced support of Non-Public Networks
[2]

S2-1910843, FS_eNPN Work Tasks
[3]

SP-190950, Moderated Item Discussions Proposal, TSG SA Chairman
[4]

S2-1912754, Revised SID: Study on enhanced support of Non-Public Networks
[5]

S2-1912752, FS_eNPN Work Tasks
